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What are 
digital government enablers 
to provide citizen centric and  
proactive services?



Policy-making 
and central 
coordination
• Political will
• Clear way forward
• Sustainability in innovation
• Sustainable funding

• Supporting legal framework

• Capacity building (teams to run 
solutions)



Digitalization
• Unique numeric identifiers for 

citizens, businesses, real estate, 
land parcels, etc.

• Re-usable format in storing data
• Databases become the single 

source of truth (no duplications)
• Data is administrated by 

organization, owned* by the 
citizen

• Each authority is responsible for 
the quality of their own database

• Once only



Electronic 
identity 
management
• Base registers electronically 

available incl. population register 
• Unique ID code
• eID solution (PKI, etc)
• Token (card, sim, app, wallet etc)
• Regulation
• ID person based, not role based
• Authentication and digital signature 

as separate legal procedures
• Private sector engaged (production, 

trust services)



Secure data 
exchange

1. Should be designed not only for G2G
2. Numeric identifiers (people, business, 

land)
3. Must follow all data protection 

principles
4. Quality data in databases (re-usable, 

up-to-date)
5. Creates possibility to practice once-only
6. Data maintenance principles are clear
7. Creates transparency (data ownership)
8. Works only with strong authentication
9. Works 24/7, not 9-17
10. User interfaces simple to use
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Engaging 
citizens
Create interest in people towards e-

services (awareness)

Support increase of digital skills for citizens 
(training)

Knowledgeable people demand better 
services (sustainability)

Listen to people, ask what they want?

Be available (help desk 24/7 etc.)



• Why government institutions need to exchange data?
- to provide public services in convenient way to 
citizens

• Why digital skills and awareness in needed?
-To understand the importance of e-services
- To understand the meaning of electronic identity 
(authentication and digital signing)
-To know that I have a right to ask, if my data is used
-To know that I have a right to question why my data is 
used
-To know that I should be able to provide my data once, 
so the second time the same question is already asked 
from the database, not me



Visualization is important
– life-event based topics

Communication with 
users needed to 
design services for all 
groups of society



Transparency for a citizen



Example of 
e-citizen lifecycle



Birth of a child
Going to a kinder-garten
Going to school
Voting
My health
Getting drivers licenses
Buying a car
Going to work
Tax return applications
working from a distance
Establish my own company
Participating in local life
Getting my real estate
Getting married
Getting a child
Going to a pension
Passing away



Case study 
from 20 years of experience 
in working with more than 
140 countries



DO:
• Create clear vision and action 

plan on digitalization
• Engage all stakeholders in 

government, private businesses, 
academia

• Coordinate centrally
• Develop stable IT management 

organization in Government –
training, motivating, advising

• Create electronic base registers 
to start with

• Start with secure data exchange 
pilot via agreements and data 
protection

• Amend existing legislation
• START NOW

DON´t:
• Don´t only create strategy document for no 

actual implementation
• Don´t make solo decisions
• Don´t let every institution to drive innovation 

with their own/different rules
• Don´t digitize documents as scanned 

documents only
• Don´t be blinded by fancy words only –

be pragmatic
• Don´t create stand-alone e-government law
• Do not accept software when you do not have 

knowledge to run and develop it
• DON´T WAIT with decision-making


